Frage1)

Tiefe Schutz:

* Name
* Geburtsdatum

Mittlere Schutz:

* Adresse
* Telef.

Hocher Schutz:

* Krankheiten
* Krankenkasse

Frage 2)

* Fremde Accounts können gezielt übernommen werden in dem sie angegriffen werden, so können weitere Daten entzogen werden.
* Sobald man den Rang einer Fachperson hat man Zugriff auf alle Daten auf Leute, welche sich Registriert haben. Diese Daten können auch verändert werden.
* Es gibt Sicherheitslücken, welche von Hackern leicht angegriffen werden können. Mit etwas können, können sie die Impfdaten manipulieren

Frage 3)

Das Problem wurde damit nicht gelöst, da Hacker weiter auf die Plattform Zugang haben, dann ist immer noch damit zu rechnen das Daten gestohlen werden können. Die Daten, welche gestohlen werden können, verkauft werden und auch andere Sachen können damit gemacht werden.

Frage 4)

* Ich kann mein Passwort ändern, so dass es schwieriger wird
* Seine eigenen Daten immer noch bei sich selbst haben
* Ich kann eine 2FA machen, so dass es auch schwieriger wird

Frage 5)

* Man sollte die Nutzungsbedingungen genau durch Lesen, auch wenn man es nicht so gerne macht und dann überlegen, ob man das wirklich machen möchte
* Wenn es Bewertungen gibt, die vielleicht durchlesen und schauen, ob es eher gute oder schlechte sind.
* Wenn man genug Technisches Wissen hat, kann man die Plattform auch auf seine eigene Art untersuchen.
* Nicht alle seine Persönliche Daten herausgeben, dass heisst aufpassen was man Prei gibt
* Keinen 5 Punkt gefunden

Frage 6)

* Eins sicher, dass sie die Seite Abschalten müssen
* Sie verlieren ihr Ansehen
* Andere höhere berechtigte sowie der Staat oder die Gemeinde sagt das die Plattform abgeschaltet werden muss

Frage 7)

Ich weiss nicht was ein Open-Source ist